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1. Provide examples of Linux server applications for a database server, a mail server, and a file sharing server.

Database server: MySQL, PostgreSQL, Oracle Database

Mail server: Postfix, Sendmail, Exim

File sharing server: Samba, NFS, FTP server

1. Compare the Bourne shell, C, Bourne Again (Bash), the tcsh, Korn shell (Ksh), and zsh.

The Bourne shell was the original Unix shell and is still used in some systems. C shell (csh) and its improved version tcsh have a similar syntax to C programming language. Bourne Again shell (bash) is the default shell in most Linux distributions and is a more advanced version of sh. Korn shell (ksh) was developed by David Korn and has a syntax similar to both sh and csh. Z shell (zsh) is an interactive shell that includes features from all of the above shells.

1. Why do you need a package manager. What package managers do you know in Linux?

A package manager is a tool that simplifies the process of installing, updating, and removing software packages in a Linux system. It ensures that all dependencies are met and manages conflicts between different software packages. Examples of package managers in Linux include apt, dpkg, yum, and pacman.

1. What security features are used in Linux?

Linux uses a variety of security features, including file system permissions, user authentication, encryption, firewalls, and access control lists (ACLs). Additionally, some Linux distributions come with built-in security features such as SELinux and AppArmor, which provide mandatory access controls for applications and services.

1. Why has the use of virtualization become so important now?

Virtualization has become important because it allows multiple virtual machines to run on a single physical machine, which can improve efficiency, reduce hardware costs, and increase flexibility. Virtualization can also help with testing and development, security, and disaster recovery.

1. How do you understand the concept of containerization?

Containerization is a method of running applications in isolated environments, called containers. Each container includes all the necessary dependencies and libraries, allowing it to run consistently across different environments. Containerization allows for better resource management, portability, and scalability of applications.

1. What are the advantages/disadvantages of using open source software?

Advantages of using open source software include cost savings, community support and collaboration, and greater flexibility and customization. Disadvantages can include lack of technical support, potential security risks, and potential compatibility issues.

1. \*\*\*How many active virtual consoles (terminals) can be in the process of Linux operation by default. How to call them and switch between them? What are some examples?

By default, Linux has six active virtual consoles, accessed by pressing Ctrl+Alt+F1 through F6. Users can switch between virtual consoles by pressing the same key combination.

1. \*\*\*Which virtual console (terminal) performs the function of a graphical shell?

The virtual console that performs the function of a graphical shell is typically accessed by pressing Ctrl+Alt+F7, although this can vary depending on the distribution.

10. \*\*\*Is it possible to register in a Linux system several times under the same system name? What

advantages can this provide?

It is possible to register multiple accounts with the same system name in Linux, but this is generally not recommended as it can cause confusion and potential conflicts with file permissions. The primary advantage of doing so would be to allow multiple users to share the same environment and settings.